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Cybersecurity for SMEs
increase your awareness

be ready , protected and aware

General presentation



Cyber threats to SMEs

• Small and medium-sized entreprises (SME) are the 
new big target for cyber attacks.
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Sources: Symantec Internet Security Threat Report US Securities and Exchange Commission



SMESEC framework

• Awareness & Training 
Tutorials

• Definition & 
recommendation 
tools 

• Vulnerability 
Discovery & 
Resolution Tools

• Threat Protection 
&Response Tools 

• Lessons Learned
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Cybersecurity Coach  CYSEC

• The what, why, and how for 
each cybersecurity  
improvement for the SME.

• Recommended next step in your 
SME’s  improvement journey.

• Badges that certify your SME’s 
achievements in  getting 
protected

4



SMESESC Training  Platform

• A wide selection of 
cybersecurity courses 
(Beginners to experts)

• Public and private 
courses.

• Flexible courses 
management.

• User-friendly interface.
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The SMESEC Framework
Benefits
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Centralized online platform: access cybersecurity status of
your system anywhere from any device

Accurate and visual information: cybersecurity related
information is provided in user-friendly, visual and accurate
way

Cybersecurity training and awareness: SMEs can access
training material and detailed courses for enhancing
cybersecurity in their organizations

Protection and alerts: SMESEC offers continuous real-time
protection, alarms and reaction capabilities

Modular architecture: SMESEC follows a modular architecture
so each SME can integrate only the components that fit to its
needs



The SMESEC Framework
Benefits

Do it yourself
Step-by-step guidance 
for meeting customer 

requirements and 
standards
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Keep the investment small
Cost-effective

tutorials and tools
suitable for a

busy environment

Keep it simple
Practices adapted to your

company instead of
complicated formal policies

and procedures



The work described in this presentation has been conducted within the project SMESEC. This project has received funding from 
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document does not represent the opinion of the European Union, and the European Union is not responsible for any use that 
might be made of its content.

Thank you!


